**다음 페이지의 개인정보 수집 이용 동의서 및 “책임 있는 공개 정책”에 동의함을 표시하시기 바랍니다.**

**본 문서는 Samsung SmartTV Bug Bounty PGP 키(**[**https://samsungtvbounty.com/PublicKey.txt**](https://samsungtvbounty.com/PublicKey.txt)**)로 암호화 한 후 제출해 주시기 바랍니다.**

**취약점 제목 :**

|  |
| --- |
|  |

**취약점 설명 :**

|  |
| --- |
|  |

**개인정보 수집·이용 동의서 (Samsung SmartTV Bug Bounty 취약점 제보용)**

삼성전자 주식회사(이하 ‘회사’라 합니다)는 최초 회원 가입 또는 서비스 이용시 이용자로부터 아래와 같은 개인정보를 수집하고 있습니다.

이용자는 본 개인정보 수집·이용 동의서에 따른 동의 시, '필요한 최소한의 정보 외의 개인정보' 수집·이용에 동의하지 아니할 권리가 있습니다.

개인정보 처리에 대한 상세한 사항은 Samsung SmartTV Bug Bounty 홈페이지(https://www.samsungtvbounty.com)에 공개한 '개인정보처리방침'을 참조하십시오.다만, 본 동의서 내용과 상충되는 부분은 본 동의서의 내용이 우선합니다.

**□ 개인정보 수집∙이용 동의(필수)**

※ 귀하께서는 필수항목 수집·이용에 대한 동의를 거부하실 수 있으나, 이는 서비스 제공에 필수적으로 제공되어야 하는 정보이므로, 동의를 거부하실 경우 Samsung Smart TV Bug Bounty 취약점 제보 서비스 이용을 하실 수 없습니다.

|  |  |  |
| --- | --- | --- |
| **수집항목** | **수집 목적** | **보유기간** |
| 이메일 주소 | 제보된 취약점 내용에 대한 추가 문의 등 취약점 제보 처리를 위한 연락처 | (i) 취약점 제보자의 삭제 요청 시까지, 또는 (ii) 취약점 처리와 관련한 추가 연락이 더 이상 필요하지 않은 시점까지 |

**위 개인정보 수집∙이용에 동의합니다.(필수) 동의함 □** (동의하신다면, □을 ■으로 변경해 주시기 바랍니다.)

**만 14세 이상입니다.(필수) 동의함 □** (동의하신다면, □을 ■으로 변경해 주시기 바랍니다.)

**Samsung SmartTV Bug Bounty 취약점 공개 정책**

갱신일 : 2020년 9월 25일

**책임 있는 공개(RESPONSIBLE DISCLOSURE)**

취약점 제보자는 아래 “책임 있는 공개” 정책을 이해하고 준수해야 합니다.

• 취약점 연구 결과를 공개하기 전, 회사 보안팀에 취약점 해결 시간을 제공해야 함.

• 취약점 연구 과정에서 개인정보 보호 관련법 및 데이터, 회사 서비스를 침해해서는 안됨.

**위 “책임 있는 공개” 정책에 동의합니다(필수) 동의함 □** (동의하신다면, □을 ■으로 변경해 주시기 바랍니다.)